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PSTI Statement of Compliance 
 

We, Paxton Access Ltd, hereby declare under our own responsibility that the devices have complied with the 

applicable security requirements in Schedule 1 of The Product Security and Telecommunications 

Infrastructure (Security Requirements for Relevant Connectable Products) Regulations 2023. 

This statement covers all products manufactured by Paxton that come under the scope of the PSTI. The 

relevant connectable products are in conformity with the following security requirements for manufacturers: 

1. Password is unique per device or defined by the user of the device, and the password which is unique 

per device is generated by using a security mechanism that reduces the risk of automated attacks. 

2. Users can report vulnerabilities to www.paxton-access.com/about/compliance-policies/vulnerability-

disclosure-policy, furthermore, users will receive acknowledgment of the receipt of a security issues 

report and status updates until the resolution of the reported security issues. 

3. We will provide security updates for the relevant products during the support period. The defined 

support period will end 2 years after the product’s last end-of-life date. Up-to-date information 

concerning the defined support periods for relevant products can be found in the Product Security 

Policy section via www.paxton-access.com/about/compliance-policies. 
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